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 Abstract—The internet is playing a major role in 
providing financial services in Banking, leading to 
competitive edge in gaining banking customers, who 
would like essential banking services to be availed 
anywhere and at any time. The purpose of this research is 
to analyze the effect of Technology Acceptance Model 
(TAM) on internet banking in Pakistan, Perceived 
Security Concern and Perceived Privacy Concern on 
Intention to Use fulfilling the academic gap identified as 
there is a lack of organized and comprehensive studies 
analyzing practical implications of Technology 
Acceptance Model in Internet Banking in Pakistan. This 
cross-sectional study is based on the deductive approach 
and the explanatory strategy. Upon doing a correlation 
analysis between the variables, findings suggest a strong 
positive correlation between TAM, Perceived Security 
Concern, Perceived Privacy Concern and Perceived Trust 
on Intention to Use. 

 Information and Communication Technology (ICT) has 
broken down barriers and conjugated the world together. The 
IT revolution in the 1990s has revolutionized living standards 
and the way we interact with the environment, making 
everything faster and reliable [1]. 

 This advancement in Information Technology is so rapid 
that it took the iPod only 3 years and the internet only 4 years 
to reach 50 million users while it took the Radio 38 years and 
the Television 13 years. In less than 9 months, Facebook 
added 100 million users and iPhone applications reached to 
one billion downloaders [1]. 

 Keywords—Technology Acceptance Model (TAM), 
Perceived Security Concern, Perceived Privacy Concern, 
Perceived Trust, Intention to Use, Internet Banking in 
Pakistan. 
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 IT has not only changed our lives but also the way we do 
business. It has led to quicker transactions, ease of 
communication and integration throughout an organization. It 
allows for cross-functional integration leading to competitive 
advantage, enhanced productivity & reduction in anomalies 
and expenditure [2]. Cost effectiveness, brand name building, 
service customization and accessibility to geographically 
spread areas are the internet’s added perks. According to a 
research by Morgan Stanley Dean Witters, Retail Financial 
Services on Web are more important than that for any other 
industry [3]. 

 The banking industry’s infrastructure has transformed 
completely due to technological advancement. Increased 
competition in the industry and from the non-banking 
financial services sector, led to banks offering multi-channel 
financing services changing the way how services were once 
provided. Previous, manual records are now integrated into 
the systems with services being quick and customizable. 

 A wide array of financial services is being provided 
through internet banking without any geographical or time 
constraints such as funds transfer, credit and debit card use, 
checking account balance, loans and treasury bonds, bills 
payments and portfolio management etc., making it 
convenient for customers. Online banking is more attractive 
for service providers and users with a high rate of acceptance 
of new technology and an understanding of the process.  
Banks use their products & services, to gain a large customer 
base, brand name and to have a higher market share to 
differentiate themselves and winning new customers [4].

 These services also reduce human error and are 
accessible to anyone, anywhere. Banks use internet banking 
to reach a geographically spread customer base and to provide 
quality services with more customization according to 
preferences and needs, gaining competitive edge over 
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competitors [5]. In Pakistan, internet banking transactions are 
growing rapidly with a growth of 100% in volume from 235 
million to 470 million and 62% growth in value, from Rs. 
22.1 trillion to Rs. 35.8 trillion during FY 2010-11 to 2014-15 
showing a great scope for internet banking.

 Nearly, 89% of the population is still offline in Pakistan. 
Although internet banking offers numerous benefits, there are 
certain issues that banks must cater to, to enhance its usage. 
Furthermore, there are various other factors impacting the 
adoption of internet banking, such as security and privacy 
protection, along with technology acceptance. 

 Technology Acceptance Model is derived from the 
Theory of Reasoned Action (TRA) which was developed by 
Ajzen and Fishbein (1980) [6]. According to Davis [7], 
Technology Acceptance Model can be used to predict 
acceptance and rejection of technology as it explains the 
relationship between belief, attitude and action purpose. 
Researches on information technology agree that TAM is 
useful in predicting individual’s acceptance of new 
technology [8].

 This model consists of two constructs which affect 
adaptation or rejection of new technology; perceived 
usefulness and perceived ease of use. Perceived Usefulness 
(PU) of a product or service refers to usage of a product or 
service with the belief that it will increase his/her 
performance while Perceived Ease of Use (PEOU) is the 
degree to which a person using the product or service thinking 
that it will not require any mental or physical effort [7]. 

 A study by [9] proved that PU and PEOU are positively 
related to behavioral intention to use mobile banking. Both, 
Perceived Usefulness and Perceived Ease of Use, are 
influenced by external variables such as Perceived Security 
Concern and Perceived Privacy Concern which together 
affect Perceived Trust and overall effect intention to use 
online banking. To understand adaptation of internet banking, 
in 2009 Lee combined Technology Acceptance Model with 
Planned Behavior, Perceived Risk and Perceived Benefits. 
Security and Privacy issues contribute towards Trust issue 
which is a vital factor impacting the usage of internet banking 
service. Therefore, it is necessary to reduce the risk and 
uncertainty. Trust plays vital role in banking industry when it 
comes to customer satisfaction. According to TAM, 
customers feel more comfortable in adopting internet banking 
if they find the usage easy and useful [5].

 Although a lot of studies have been conducted previously 
related to TAM, there is a lack of application of TAM to 
specifically understand its implications with respect to the 

Pakistani context. Some are conducted in relation to basic 
constructs such as Perceived Usefulness and Perceived Ease 
of Use specific to an industry sector while others only focus 
on the variable which impact directly, not taking other 
external variables into consideration which may affect 
acceptance or rejection of technology.

  Multiple factors affect acceptance of technology 
according to dynamics of the industry. In banking, customers 
are mostly concerned about security and privacy of their 
financial transactions and are reluctant in dealing with banks 
that are perceived as unsecure or may have privacy breeches. 
An attempt was made by [10] in 2008, to address this issue by 
combining different variables associated with using the 
internet banking acceptance, although this research addresses 
many of the concerns with application of TAM in the 
Pakistani context, it did not explore the variables of Perceived 
Privacy and Perceived Security as well as Trust 
independently. [10] limited its inquiry to Security and Privacy 
as a single construct. Also, since [10] conducted its research 
in 2008, it will be interesting to note the differences in 
consumer inclinations that may have occurred over the time, 
since the penetration of internet has increased substantially in 
Pakistan during the period in question. 

 Hence, there is great need to check the relation of 
Perceived Security Concern (PSC) and Perceived Privacy 
Concern (PPC) in the adaption or rejection of online banking. 
[5] has set an agenda for research in the context of internet 
banking acceptance in the context of Jordan, they have 
integrated privacy, security and trust perceptions with TAM 
to discover its impact in the Jordanian context. This present 
research takes the propositions made by [5] as a base for its 
inquiry in Pakistan.
  
 Findings of this research will help banks identify 
customers’ security and privacy concerns and develop 
products and services to maximize Perceived Trust, increase 
customer base and increase loyalty. It will also identify 
individual’s attitude in accepting or rejecting new technology 
in banking industry and the importance security and privacy 
for them. 

 Various studies are conducted on factors that impact 
online business transactions and e-commerce, intention to use 
internet banking or online transactions however studies on 
integrating trust issues are mostly related to the general online 
environment or general internet application. Trust in internet 
banking is an emerging issue that needs to be discussed. 

 Internet banking allows users to make financial 
transactions online. It is also known as "online banking" or 
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"web banking." It offers customers to buy financial services, 
fund transfer and payment of utility bills via internet. At a 
smaller level internet banking could also provide information 
regarding products and services on the banks’ websites [11].

 Technology Acceptance Model (TAM) clarifies how a 
new technology and a range of its aspects are received and 
used by the user. Though there are many other models in the 
IT field to describe the relationship, TAM is the most 
commonly used model.

 There is a critical question in past researches whether 
internet banking will be accepted by the customers [12]. 
Banks and other financial institutions are also not certain of 
the customers’ reactions towards internet banking services 
[13]. The ultimate driver of e-banking will be the customers’ 
acceptance more than the banks’ offerings [14].

 TAM is considered applicable in this study for analyzing 
customer acceptance towards a relatively new form of 
services by commercial banks. This inquiry tries to address 
the research question: “Does the perceptions of Security and 
Privacy impact the Trust of Consumers to Use Internet 
Banking Services?” This research question was previously 
addressed by [5] in the context of Jordan, where Internet 
Banking Customers were gauged for their perceptions of 
Security and Privacy and its impact on Intention to Use. This 
present study creates geographical novelty by applying the 
model of proposed by [5] on data collected in a Pakistani 
context. 

 The world is evolving, and the internet is revolutionizing 
with Internet banking as a new way of banking. Although 
different studies from across the world explain the customers’ 
reaction to these new banking services, there is not much 
work done in Pakistan on it. Being a developing country it’s 
something new for the people of Pakistan. With the 
acceptance of the new technology there is also a margin of 
reluctance. In case of internet banking this reluctance might 
be because of different factors such as security and privacy.

 As a developing country, Pakistan has to go through 
many societal changes owing it to rapidly evolving 
technology. The banking industry is adapting to these 
changes through internet banking. However, the success 
depends on the customers’ acceptance. 

 Internet banking mainly refers to a bank’s website which 
provides information about its products and services while 
fund transfer, account access and purchase of financial 
services come under advanced banking [11].

II. LITERATURE REVIEW
A. Overview:

 The Internet banking service channel lets customers avail 
the bank’s services from anywhere, giving banks access to 
new customers who use the internet for other reasons [15]. It 
is convenient, increases performance and cost effective [16].

 However, consumers are reluctant to accept e-commerce 
[13]. Instead, they prefer banks with multiple branches, to 
allow access wherever they are. A physically present service 
provider is preferred [15]. Technology has increased 
customer involvement in the banking transactions making it 
burdensome for them [17].

 One of the emerging economies with a rapidly growing 
and technologically adept banking sector in the early 2000s 
was Turkey. By 1997, several banks of Turkey had 
introduced internet banking. Though, their culture hindered in 
acceptance of internet banking services as customers needed 
personal relationships. It seemed perfect for US culture, as 
online shopping was a trend in the US [16]. 

 A business always analyzes on the basis of initial cost 
recovery which meant that internet banking services would 
incur a high initial cost. This issue has affected economies. 
[16] considers internet banking strategically vital to an 
emerging economy. But, high initial cost and lack of demand 
in emerging countries like Africa and Middle Eastern 
countries has been discouraging for financial institutions’ 
interest in internet banking [17]. However, for some banks, 
this move would have allowed them to minimize their 
operating cost [11]. The cost of online banking was lower 
than that of traditional banking [18]. 

 Certain studies believe that customers could be attracted 
by reducing their cost burden. The cost savings for the bank 
are directly proportional to the duration a customer uses the 
self-service internet banking leading to cost reduction as well 
as customer satisfaction [16]. Internet banking will save a 
huge margin of operating cost [19]. Garanti banks offer 
almost all banking services online at zero cost to consumers 
[16]. Many Thai banks also provide internet banking services 
at a lower cost [15]. Banks face great pressure from the 
market, to offer multi-channel services at low costs to its 
customers [4]. 

 Low operating costs and high competition has influenced 
banks to adopt internet banking [20]. Consumer choose 
services that provide the best value for money [21]. 
Consumers must be informed about the value these services 
[11].

 To beat the competition, retain old customers and attract 
new ones the banks used their large customer base and brand 
name [4]. They also used different programs to improve 
service quality [22]. According to [16], handling offline 
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customers traditionally together with getting internet savvy 
customers on board. Corporate clients preferred traditional 
banking. For the self-service to be efficient for corporate 
clients, the bank should research into their preference for 
traditional banking over new internet services [15].

B. Perceived Usefulness, Perceived Ease of Use, Intention 
 to Use:

C. Perceived Usefulness and Trust:

D. Security & Trust:

 Technology Acceptance Model (TAM) considers 
Perceived Ease of Use as the fundamental factor for analyzing 
behavioral intention of customers in accepting and using 
technological innovations. PEOU was compared with factors 
like satisfaction, intention to use, intensity and trust [23].

 PEOU is considered important by [21], for the adoption 
of internet banking services by the customers. Ease of use, 
awareness, security, cost of online services and accessibility 
to computers was considered for studying the customers’ 
acceptance of internet banking services [11]. Failure of 
e-banking in USA depended on its difficulty of use [24]. 
Tingari et al. [25] used the Technology Acceptance Model 
(TAM) to analyze the acceptance of the new technology in 
banking. Perceived Ease of Use (PEOU), Perceived 
Usefulness (PU), Perceived Service Quality and Perceived 
Security were studied. 

 Customers prefer ATMs due to convenience, service 
quality and ease of use while mobile banking users used 
service quality, benefits and ease of use as criteria and 
internet banking went for ease of use, benefits and credibility 
of the other mediums of banking systems [15]. Perceived 
Ease of Use lowers the perceived complexity of the product 
or service which is directly proportional to the slow adoption 
rate. 

 The distribution of online financial services should be 
considered an overall customer service, developing 
relationships to deliver product information [11]. Tingari et 
al. [25], provided sufficient evidence that the customers’ 
intention to accept new technology in banking doesn’t depend 
on demographics such as age, gender and income level. 
Rather, acceptance or rejection depends on knowledge about 
the product or service [26]. 

H1: Perceived ease of use will have positive relationship on 
intention to use toward Internet banking services. 

 Perceived Usefulness (PU) is defined as “the degree to 
which a person believes that using a particular system would 
enhance his/her job performance” [5]. The major influencing 
factors for the use of internet banking services were found to 
be perceived usefulness and information availability on the 
internet [27]. 

 Usefulness of a new technology could have been 
communicated through proper information. Pikkarainen et al. 
[27], considered information available on the banks’ websites 
and perceived usefulness as the reasons for acceptance of 
internet banking. Customers consider benefits over any other 
factor so; more information should be available on the bank’s 
website. Care must be taken in providing appropriate and 
useful content on the website. Advertisements need to be 
more informative.

 Customer looking for convenience shifted to internet 
banking [28]. It was interesting for customers who had higher 
acceptance of new technology and knowledge of using 
complex products, only 10% of the sample use internet from 
home. The slow penetration of internet might be a reason for 
slow penetration of internet banking services. Rise in 
computer literacy (both Perceived Ease of Use as well as 
Perceived Usefulness) and accessibility of internet (Perceived 
Ease of Use) in Turkey are the main factors for increase in the 
internet banking services [16].

H2: Perceived ease of use will have positive relationship with 
perceived usefulness toward Internet banking services.

H3: Perceived usefulness will have positive relationship with 
intention to use toward Internet banking services. 

 Trust on the other hand is defined as the confidence of 
the consumer in the dependability and integrity of the service 
provider [29]. In applying the concept of Trust to the 
Technology acceptance model in the context of internet 
banking, [30] was able to accomplish that Perceived 
Usefulness has a positive impact on Trust. The results 
portrayed in the study [5]; also accomplish that Perceived 
Usefulness has a positive impact on Trust.  

H4: Perceived usefulness will have positive relationship with 
perceived trust toward Internet banking services.

 Perceived Security is the concern of authorization, 
confidentiality, availability, non-repudiation authentication 
and fraud detection for the user. 

 Security is the most critical element in internet banking 
services [5]. Security was a vital factor causing slow internet 
banking acceptance in Australia [31]. Consumers were also 
concerned about transaction security [32]. To get the 
customers to make their transactions online, security was key 
[21]. Customers wouldn’t use online service until they felt 
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E. Privacy & Trust:

F. Trust & Intention:

 Lack of privacy in e-transactions was a major hurdle in 
the expansion of electronic commerce [34]. Gavish [35] and 
Kruck [36], analyzed the effect of security and privacy over 
the internet. Privacy Perception is a major concern for 
internet purchasers [37]. With the invention of information 
processing technologies, the fear of losing private 
information has increased [38].

 Different systems have been developed by the private 
and public sectors to ensure the security and privacy of the 
user [39]. Lyman [40], explained that privacy protection can 
not only be provided by the law or behavioral guidelines, the 
reliability of information system also played an important 
role.

H6: Perceived privacy concern will have positive relationship 
with perceived trust toward Internet banking services.

secure [5]. This and lack of awareness led to slow adoption of 
internet banking services [11].  Adesina et al. [33], also 
considered network and security concern as the important 
factors for customers.

 Security concern was also a major reason for 
corporations not using the internet services. Transaction were 
huge but new customers still did not trust the service [34]. 
High uncertainty in the internet banking services restricted 
the customer’s full acceptance of new technology [15].

 There are two types of risks involved in e-banking, 
operational risks and technological risks. The technological 
risks include software defects, processing errors, hardware 
breakdown, malicious attacks, hacking incidents, network 
vulnerabilities, system failure and hacking attacks while 
operational risks are system disruptions and fraud [15]. When 
a service is a low-cost and low risk, customers love to try it 
[16]. 

H5: Perceived security concern will have positive 
relationship with perceived trust toward Internet banking 
services.

 Trust was one of the most important factors that affected 
the customer acceptance of new banking services in Malaysia 
[41]. Developing trust online is difficult than offline. 
According to Flavian et al. [39], trust is driven by security and 
privacy provided by the website.

 Consumers easily accept new technology when they 
observe something positive in it [16]. Banks should inform 
customers that in case of failed or unprocessed transactions, 

the customer would not bear any cost. This may bring feelings 
of trust and security among customers. Although there might 
be no direct relation with technology, it would still affect 
customer psyche in a positive way [15].

 The relationship between customer and the bank plays a 
vital role in implementing internet banking services. Trust 
also depends on the bank’s policies. Thai Corporate clients 
were not using the internet banking services because of trust 
and security issues and the ones that also did not completely 
shift to online. Brand recognition is also vital in developing 
internet services. It was difficult for virtual banks to operate 
in Thailand because of consumer behavior and the initial 
development of law for online banking [15].

H7: Perceived trust will have positive relationship with 
intention to use toward Internet banking services.
 
 There are certain factors related to internet services 
which also affect customer reaction towards services. The 
frequency of purchase is higher with computer-savvy people 
[39]. Computer savvy people also face some technical 
problems such as connectivity inaccessibility. Despite that, 
customers still used the inquiry service often [41].

 Research found that use of IT causes stress and anxiety in 
a rapidly changing environment of technology [10]. It also 
created a little confusion in the minds of the users that how 
this new technology would have been used [20]. This created 
a kind of doubt before using it.

 Though the internet banking services were supposed to 
be the future of the banking industry, some of the reasons to 
accept the internet banking services were reduced waiting 
time, cost saving, flexibility, enhancement of the bank’s 
reputation, customization, quick service delivery and time 
saving [26].

 Globalization also played an important role in 
implementation of the internet banking services. For the 
banks in Sudan the most important factors to introduce the 
internet banking services were to meet the global standards as 
the globalization is on its heights and the pressure from 
foreign banks which already have these new services. The 
other possible reasons were cost reduction because the 
competition within the market was rising among the local 
players also [17].

 For the bank’s marketers, regulators and the customer 
base, it is important to identify the technology acceptance 
factors. The main focus of the study was not about the new 
technology which would bring the online services to the 
customers, but to bring in the customers to use these services 
which would save their time [17].



PEOU

PSC

PPC

ITU

PT

H3 (+)

H4 (+)

H5 (+)

H6 (+)

H7 (+)

H2 (+)

H1 (+)

PU

H1: Perceived ease of use will have positive relationship 
on intention to use toward Internet banking services. 

H2: Perceived ease of use will have positive relationship 
with perceived usefulness toward Internet banking 
services.

H3: Perceived usefulness will have positive relationship 
with intention to use toward Internet banking services.  

H4: Perceived usefulness will have positive relationship 
with perceived trust toward Internet banking services.

H5: Perceived security concern will have positive 
relationship with perceived trust toward Internet banking 
services.

H6: Perceived privacy concern will have positive 
relationship with perceived trust toward Internet banking 
services.

H7: Perceived trust will have positive relationship with 
intention to use toward Internet banking services.
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 Perceived ease of use as it is the degree to which person 
believes that using a specific product or system will be effort 
free. Similarly, perceived usefulness is the degree to which a 
person thinks that using a product or system will increase his 
or her job performance. Attitude to use system or product 
which influences individual’s behavioral intention to use a 
system, which in turn describes actual system usage is called 
Intention to Use. Perceived security concern is the degree to 
which person believes that using a system or a product will be 
risk free and feels protected against security threats. 
Perceived privacy concern is individual’s concern for losing 
control on personal information, its storage, disclosure, usage 
and tracking while using internet [7].

 Descriptive Research Design is used to describe the 
association between different variables. Since the model of 
the research is available, it is considered a Deductive design. 
It studies the different characteristics associated with the 
customers’ acceptance towards the internet banking services 
in the light of Technology Acceptance Model (TAM). It also 
describes that how research variables are related with each 
other and what characteristic does population possess related 
to these variables in figure 1. As it’s dependence on the 
technology acceptance model (TAM) it will be able to 
provide a theoretical base for future researches too. 

 Target group for this research study consists of both male 
and female above the age of 18, belonging to major 
metropolitan areas of Pakistan who use internet banking 
services. For this research study, a sample size of 230 male 
and female respondents is drawn from the population by 
using Random Probability Sampling Technique. Probability 
sampling is used in this research due to time constraints and 
also it removes the aspect of biasness and provides more 
reliable results. The sample size of 230 is selected on the basis 
of sample size taken in similar researches conducted earlier.

 Data is collected through a comprehensive survey 
questionnaire containing structured questions to measure 
impact different variables of the research model. A study by 
[5] provided the questionnaire which is much suitable in the 
context of the present study. All questions will be measured 
by using five-point Likert scale reaching from (1) Strongly 
Agree to (5) Strongly Disagree. Questionnaire consists of six 
variables having 25 items. The internal reliability of these 
scales is found out by using Cronbach’s alpha. 

 The research instrument’s first part contains the 
Questions based on the demographic information of the 
respondent. Starting from the second part Questions 1 to 4 are 
studying the Perceived Ease of Usefulness (PEOU), 
Questions 5 to 8 are studying Perceived Usefulness (PU), 
Questions 9 to 13 are studying Perceived Security Concern 
(PSC), Questions 14 to 19 are studying Perceived Privacy 
Concern (PPC), Questions 20 to 22 are studying Perceived 
Trust (PT) and Questions 23 to 25 are studying Intention to 
Use (ITU).

 The questionnaire provided by [5] provides validated 
questions which can be used in the Pakistani context to 
measure the constructs applicable in this study. Further, the 
results from the questionnaire will yield consistent basis on 
which the study can be compared to [5]. 

 Data was collected through Convenience Sampling 
Technique by using survey questionnaire consisting of 

III. FRAMEWORK AND HYPOTHESES

IV. RESEARCH METHODOLOGY

Fig. (1). Conceptual Framework, Adopted from [5].
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numerous structured questions covering up all the research 
questions and hypothesis raised in our research study.

 Data was collected personally as well as through internet. 
Google Forms was used to collect the responses online. The 
respondents from which the data was collected personally are 
mostly working professionals’ residents of Karachi. The 
respondents who were approached online were from different 
metropolitan cities of Pakistan.

 Data is statistically analyzed by using the following tests;

 These tests have provided the results for reaching on a 
conclusion of this study. Total Number of respondents are 
230, of which 74.78% are male and 25.22% are female. 

 Apart from that 80.43% are in the age bracket of 21 to 30, 
14.35% are in the age bracket of 31 to 40, 3.04% are in the 
age bracket of 41 to 50, 2.17% are in the age bracket of 51 to 
60 and there isn’t any respondent above the age of 60 years. 

 Considering the education level of respondents, 0.87% 
are with their matriculation, 3.48% are with their 
Intermediate, 40% are with their Bachelors, 48.26% are with 
their Masters, 6.52% are with MS/M.Phil. & 0.87% are with 
their PhD.

Pearson’s Correlation Analysis to analyze the 
relationship between variables of the construct. 
Although the sample is non-probabilistic, the sample 
size is considered large enough (greater than 200) under 
the Central Limit Theorem to assume that conditions of 
normality are met.
Reliability Analysis is to measure the reliability of the 
construct by using Cronbach’s Alpha.

Table 1. Reliability Analysis 

Table 2. Mean and Standard Deviation

Table 3. Correlation Analysis and Coefficient of Determination

 Reliability is the degree to which measurements are error 
free. Cronbach’s alpha is the test used to check the reliability 
of the measurement. Construct Reliability is measured in this 
research to analyze the uniformity of the items of constructs 
used in this research. The value of Cronbach’s alpha must be 
greater than 0. 7 in order to be acceptable.  The maximum 
value of alpha is 1, closer its value to 1 better would be the 

reliability. The move of alpha value below 0.7 will drive it to 
the criteria of unacceptable.  In Table 1, all the values of 
Cronbach’s alpha are greater than 0.8, which imply that the 
acceptance of the construct is at a good rate.

 Standard deviation describes the deviation of values from 
the mean. The maximum deviation in the variables shown in 
Table 2 is of Perceived Security Trust (PSC) and that is 
0.87125. The standard deviations of all the variables state that 
the values of responses are close to the mean. These results 
are based on the sample size of 230 respondents. The Likert 
scale used was from 1 as Strongly Agree and 5 as Strongly 
Disagree. The mean value revolving near 2 implies that the 
average responses are on agreeing with construct.

 Main purpose of this conducting this research is to check 
effect of PEOU, PU, PPC and PSC on perceived trust of 
Pakistani banking sector customers. After all, to check the 
effect of Perceive Trust of consumers on behavioral intention 
to use internet services. Along with the findings of research 
given in previous section, this section will discuss the results 
of correlation analysis and how these results explain the 
relation among variables and explains study questions of 
hypotheses. Values of Correlation analysis (table 3) are rated 
on the bases of scale Strong > ±0.7, Moderate ±0.3---±0.6 and 
Week ≤ ±0.2.

V. DISCUSSION

** Correlation is significant at the 0.01 level (2-tailed).

Variables
PEOU
PU
PSC
PPC
PT
ITU

0.865
0.863
0.850
0.837
0.843
0.857

Cronbach’s Alpha

Variables Mean

PEOU
PU
PSC
PPC
PT
ITU

2.034
2.160
2.317
2.330
2.308
2.021

0.824
0.767
0.871
0.773
0.849
0.800

Std. Deviation

H1 PEOU ITU 0.448 0.200 0.00** Supported
H2 PEOU PU 0.584 0.341 0.00** Supported
H3 PU ITU 0.413 0.170 0.00** Supported
H4 PU PT 0.473 0.224 0.00** Supported
H5 PSC PT 0.617 0.380 0.00** Supported
H6 PPC PT 0.702 0.492 0.00** Supported
H7 PT ITU 0.607 0.368 0.00** Supported
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 Results of correlation analysis show that there is 
moderate positive relation between perceived ease of use and 
perceived usefulness of using internet banking services, as 
value of correlation test is 0.584. This relation is found to be 
statistically significant as significance level is less than 0.001. 
Value of coefficient of determination shows that change in 
PEOU will change PU by 34%. Mean value is of PEOU is 
2.034, which means that consumers perceive that using 
internet banking is easy and clearly understandable to them. 
While means of PU is 2.160 which means consumers are 
agree too that it is useful for them. [5] also found that the 
relationship between PU and PEOU to be statistically 
significant. From a managerial perspective, increasing PU of 
Internet Banking will increase PEOU and vice versa. This is 
an important implication for those banks, who do not have 
marketing expertise to make their internet banking perceived 
in a favorable light; by improving PEOU these banks can 
alternatively impact the PU positively. 

 Results of correlation analysis support H2 that:
 “Perceived ease of use has positive relationship with 
perceived usefulness to use Internet banking services”.
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A. PEOU & ITU:

B. PEOU & PU:

 Consumer’s intention to use technology is also affected 
by another factor which is perceived usefulness [8]. This 
finding is also true for internet banking. Result of correlation 
analysis between perceived usefulness and intentions to use 
internet banking service is 0.413 and significant level is 0.00. 
Finding of this analysis shows that there is moderated positive 
relation between PU and ITU. This relationship is significant 
as significance level is less than 0.001. 

 Furthermore, value of coefficient of determination shows 
that change in PU will just create 17% change in ITU. Mean 
value of ITU is 2.07 which shows that most of the customers 
agree that they intention to use internet banking. This result 
corresponds with most of the TAM study including [5], 
Perceived Usefulness has a direct effect on Intention to Use, 
hence Banks are encouraged to include features which are 
particularly useful, such as online bill payments, funds 
transfer etc. 

 Findings of these analysis support hypothesis H3, which is: 
 “Perceived Usefulness has positive relationship with 
behavioral intention to use Internet Banking”.

C. PU & ITU:

 Result of correlation analysis between perceived 
usefulness and perceived trust shows that there is moderate 
positive relationship among these values as value of 
correlation is 0.473. Relation among these variables is found 
to be statistically significant, because value of significance is 
0.00 which is less than 0.001. Change in PU will create a 
positive change of 22% in PT. Means value of PT is 2.31 
which means that many of the customers are agree that they 
trust using internet banking. So, all these results support 
hypothesis H4, which is

 “Perceived Usefulness has positive relationship with 
customer’s trust in online transactions”.

D. PU & PT:

 Consumers seem to place much value on security of their 
transactions placing through internet. Hence, their perceived 
security concern has significant moderate positive relation 
with perceived trust. Result of correlation analysis among 
PSC and PT is 0.612. This relation among PSC and PT is 
statistically significant to as values of significance is 0.00 
which is less than 0.01. Value of coefficient of determination 
is 0.38 means that change in PSC will create 38% direct 
change in PT. 

 This result of coefficient of determination shows that 
PSC has strong relation with PT and create significant change 

E. PSC & PT:

 Perceived ease of use is a major factor which influences 
the user’s behavior to accept or reject new technology [8]. In 
this study relation between PEOU and ITU is tried to be 
determined. Value of correlation analysis between PEOU and 
ITU is 0.448. It shows that there is moderate positive relation 
between PEOU and ITU to use internet banking. This relation 
is found to be statistically significant, as significance level is 
less than 0.001. 

 Result of this analysis shows that increase of perceived 
ease of use among customers of banking sector will increase 
their intention to use internet banking services. Value of 
coefficient of determination shows that change in PEOU will 
create 20% change in ITU internet banking service. 
According to the study conducted by [5] PEOU was not found 
to have a significant relationship with ITU. 

 Result of the present study yields the implication that the 
industry must focus on improving the ease by which internet 
services can be used, this is expected to have a moderately 
positive impact on the intention to use internet banking 
services.  

  Results of correlation analysis support H1 which is:
 “Perceived ease of use has positive relationship with 
behavioral intention to use Internet banking services”.
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in PT which is of worth consideration. This result 
corresponds with the results of [5], PSC assumes importance 
since it has a significant relationship with PT, and PT itself 
seems to have a significant relationship with ITU. Banks must 
focus on avoiding any situations which may increase PSC. 

 Result of these analysis support hypothesis H5, which is: 
 “Perceived security of Internet banking has positive 
relationship with Internet banking customers trust”.

 Perceived privacy is of great importance for consumers 
of online banking services as they are concerned about their 
information present online. Value of correlation analysis is 
0.702. Finding of this analysis suggests that there is strong 
positive relation between PPC and PT. 

 Results of this analysis are statistically significant too as 
value of significance level is 0.00, which is less than 0.00. 
Furthermore, coefficient of determination is 0.492 which 
means that change in PPC will create a direct 49% change in 
PT. Like PSC, PPC also has a significant relationship with 
PT, which in turn has a significant relationship with ITU, 
banks must focus on making sure that customer privacy is 
ensured, and their personal data remains confidential. Finding 
of these analysis support hypothesis H6, which is: 

 “Perceived privacy of Internet banking has positive 
relationship with customer’s trust in their online 
transactions”.

F. PPC & PT:

 Most important factor which affects consumer’s 
intention to use internet banking services is their perceived 
trust about on banking online services. So, the value of 
correlation analysis is 0.607 which means that there is 
moderate significant relation among PT and ITU. Finding of 
analysis suggest that PT is significantly correlated with ITU 
as significance value which is 0.00 is less than 0.001. 

 Coefficient of determination is 0.368. It means that 
change in PT will create direct 37% change in ITU.  This is a 
particularly important finding since it seems that Perceived 
Trust has higher Coefficient of determination as compared to 
PU with ITU and PEOU with ITU. Hence, we would like to 
suggest that banks work on providing assurance to customers 
that they can trust the banks internet banking facilities. 
Findings of these analyses support hypothesis H7, which is:

 “Trust in Internet banking has positive relationship with 
intention to accept and use Internet banking”.

G. PT & ITU:

 This research has contributed more in growing body of 
literature and technology acceptance model (TAM). 
Perceived ease of use, perceived usefulness, perceived 
security concern, perceived security concern, and perceived 
trust are some key factors which has significant positive 
impact on intention to use internet banking services. And 
these variables are studied in this research in detail. This 
study also provides a thorough background of literature and 
its findings could be used for practical implication.

 Main focus of this study is to find relation of PSC & PPC 
on PT & ITU. Along with these basic variables TAM is also 
implied to check that how consumers respond to 
technological changes and advancement. Findings of this 
study have proved that PEOU and PU has significant positive 
relation with ITU. It means that if consumers perceive that 
internet banking is easy to use and it is also useful for them to 
conduct their financial transactions online than they will have 
strong intention to use internet banking. Consumers also think 
that if internet banking is easy to use than it will be useful for 
them and it will save their time, decrease effort level and 
enhance performance and productivity.

 Privacy and security are key concerns for consumers 
while conducting their financial transactions through internet. 
They are concerned about privacy of their activity done 
through internet banking and want to avoid from any kind of 
scan of privacy theft. Findings of this study proved that per 
these two variables PSC & PPC has positive significant 
relation with PT which than has positive relation with ITU. In 
other words, these finding suggests that banks should work 
more on PSC and PPC of consumers in order to makes them 
satisfied and to increase consumer base. 

 If consumers think that is secure to conduct their 
transactions online and their privacy is secured than they 
would have more intention to use internet banking services. 
Hence overall finding of this research suggests that all 
variables of TAM, PSC and PPC has positive relation with 
intention to use. So, in Pakistan banks should work on these 
factors in order to increase their consumer’s base who would 
use their online platform to avail their services. Educated 
consumers who perceive that it is easy to use internet banking 
also have more intention to use online banking.

VI. FINDINGS AND CONCLUSION

 This research comprises of the perception of only 
individual customers towards internet banking. Perception 
and behavior of corporate and businesses would be different 
towards these services. This research is geographically 

VII. RECOMMENDATIONS
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limited and most of its data is collected from Karachi only. 
The potential of internet banking could be different in 
different regions of Pakistan. Since technology is 
revolutionizing itself and the world at a very faster pace, the 
future of internet banking could be different from its present.
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